A.C.. PROMOTER S.R.L.

MANUALE PRIVACY

ALLEGATO 2 - ANALISI DEI RISCHI

VULNERABILITA

IMPATTO

CONTROLLNMISURE ADOTTATE

PIANO DI TRATTAMENTO
DEL RISCHIO

Rischio Residuale

Calcolo del ischio
residuale dopo il nuovo
piano di re-azione

Informazione/formazione del personale,
politiche di back up, policy di accesso, Manuale:

privacy, protezione degli uffici tramite accessi
controllati e sistema di allarme; tutti i PC sono

collegati alla rete internet. Contratti con i
fornitori di servizi. | PC sono protetti contro i

virus da ANTIVIRUS
Profili di accesso a cartelle server

Informazione/formazione del personale,

politiche di back up, policy di accesso, Manuale:
privacy, protezione degli uffici tramite accessi

controllati e sistema di allarme; tutti i PC sono|
collegati alla rete internet. Contratti con i

fornitori di servizi. | PC sono protetti contro i
virus da ANTIVIRUS

Profil di accesso a cartelle server
Armadio chiuso a chiave per dati particolari e

accesso a soggetti autorizzati

Informazione/formazione del personale,
politiche i back up, policy di accesso, Manuale:

privacy, protezione degli uffici tramite accessi
controllati e sistema di allarme;

tutti i PC sono collegati alla rete internet.
Contratti con i fornitori di servizi. | PC sono

protetti contro i virus da ANTIVIRUS
Profili di accesso a cartelle server

DATI/DOCUMENTI IL:\‘BFISS’%’IIAO:(E::ISICA E gl\g'E\‘REmLé;?gl ol CLASS. MINACCE PROBA,B‘LIT RISCHIO ;Il\giLHng
Risorse Ambientalee | Gestione PC e Attivita DISPONIBILIT | RISERVATEZ .
' INTEGRITA'| GLOBALE
umane fisica reti gestionali I zA

CANCELLAZIONE 2 1 ] 0 2 3 [] 0 3 12 BASSO
MODIFICA 2 ] ] 0 2 3 [] 0 3 12 BASSO

DATI CLIENTI (UTENTI E UFFICI - SERVER - DIVULGAZIONE NON AUTORIZZATA 1 0 0 0 1 3 0 0 3 6 BASSO

SOCI ACI) E FORNITORI DI UFFICIO

TIPO COMUNE E SUPPORTI DI BACK UP AMMINISTRAZIONE 2

PATRIMONIALE PC SINGOLI UTENTI PERDITA 3 ] ] 0 3 3 [] 0 3 18 BASSO
RAPPORTO CON TERZI 1 0 0 0 1 3 0 0 3 6 BASSO
COMUNICAZIONE E DIFFUSIONE 2 ] ] 0 2 3 [] 0 3 12 BASSO
'CANCELLAZIONE 2 2 2 2 2 0 3 0 3 24 BASSO
MODIFICA 2 2 2 2 2 ] 3 0 3 24 BASSO

DATI DEI CLIENTI (UTENTI  |UFFICI — SERVER — UFFICIO DIVULGAZIONE NON AUTORIZZATA 2 2 2 2 2 0 3 0 3 24 BASSO

E SOCI ACI) DI TIPO SUPPORTI DI BACK UP AMMINISTRAZIONE 4

PARTICOLARE —PC SINGOLI UTENTI PERDITA 2 2 2 2 2 ] 3 0 3 24 BASSO
RAPPORTO CON TERZI 2 2 2 2 3 0 2 0 2 24 BASSO
COMUNICAZIONE E DIFFUSIONE 2 1 2 1 2 0 3 0 3 24 BASSO
'CANCELLAZIONE 0 2 0 1 2 2 3 3 8 32 BASSO
MODIFICA 1 2 1 1 2 2 3 3 8 32 BASSO

DATI DEL PERSONALE gEEIEgR_T?[E)F;/:CRK_Up UFFICIO R DIVULGAZIONE NON AUTORIZZATA 1 1 1 1 1 2 3 3 8 16 BASSO

INTERNO DI TIPO COMUNE |~ ¢ gingoLi uTENTI  [AMMINISTRATIVO PERDITA 2 2 1 1 2 2 3 3 8 32 |BAsso
RAPPORTO CON TERZI 0 0 1 1 1 2 3 3 8 16 BASSO
COMUNICAZIONE E DIFFUSIONE 2 2 1 2 2 2 3 3 8 32 BASSO
'CANCELLAZIONE 1 1 1 1 1 3 0 0 3 12 BASSO
MODIFICA 1 1 1 1 1 3 0 0 3 12 BASSO

DATI DEL PERSONALE UFFICI - SERVER - UFFICIO DIVULGAZIONE NON AUTORIZZATA 1 1 1 1 1 3 0 0 3 12 BASSO

INTERNO DI TIPO SUPPORTI DI BACK UP AMMINISTRAZIONE 4

PARTICOLARE —PC SINGOLI UTENTI PERDITA 1 1 1 1 1 3 0 0 3 12 BASSO
RAPPORTO CON TERZI 1 1 1 1 1 2 0 0 2 8 BASSO
COMUNICAZIONE E DIFFUSIONE 1 1 1 1 1 3 0 0 3 12 BASSO

Informazione/formazione del personale,

politiche di back up, policy di accesso, Manuale|
privacy, protezione degli uffici tramite accessi

controllati e sistema di allarme;
tuttii PC sono collegati alla rete internet.

Contratti con i fornitori di servizi. | PC sono
protetti contro i virus da ANTIVIRUS

Profili i accesso a cartelle server
Armadio chiuso a chiave per dati particolari e

accesso a soggetti autorizzati




